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Packet Tracer 4.0 Activity:  ACT 6C2 Static Routing Lab Hand-out
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Objective

Use Packet Tracer to practice and develop the following concepts and skills:

· Analyze a network set up and configuration

· Diagnose and troubleshoot connectivity issues between networks

· Configure static routes

· Verify configurations, check end-to-end connectivity, and examine packets traversing a network using static routing

Scenario

The network topology above represents the simplest possible network that requires routing for successful end-to-end communication.  Generally, there is no communication/connectivity between workstations on the LANs of each router.

Required Files

To complete this lab, you will need the following file:

· ACT6C2.pka

Step 1 Open the Required File

1. Start Packet Tracer 4.0

2. Open the file ACT6C2.pka

Step 2 Verify the Situation and Symptoms

There is no communication between workstations on the LANs of each router.

1. Use the Simple PDU or Desktop > Command Prompt feature for PC0 to verify the following:

a. _____ PC0 can ping its gateway fastethernet 0/0 interface 194.1.1.1 

b. _____ PC0 can ping Router0 serial 0/0 interface 195.1.1.1

c. _____ PC0 cannot ping Router1 serial 0/0 interface 195.1.1.2

d. _____ PC0 cannot ping Router1 fastethernet 0/0 interface 196.1.1.1

e. _____ PC0 cannot ping PC1 196.1.1.2

2. Use the Simple PDU or Desktop > Command Prompt feature for PC1 to verify the following:

a. _____ PC1 can ping its gateway fastethernet 0/0 interface 196.1.1.1

b. _____ PC1 can ping Router1 serial 0/0 interface 195.1.1.2

c. _____ PC1 cannot ping Router0 serial 0/0 interface 195.1.1.1

d. _____ PC1 cannot ping Router0 fastethernet 0/0 interface 194.1.1.1

e. _____ PC1 cannot ping PC0 194.1.1.2

3. Use the Complex PDU or CLI feature for Router0 to verify the following:

a. _____ Router0 can ping its own fastethernet 0/0 interface 194.1.1.1

b. _____ Router0 can ping PC0 194.1.1.2

c. _____ Router0 can ping its own serial 0/0 interface 195.1.1.1

d. _____ Router0 can ping Router1 serial 0/0 interface 195.1.1.2

e. _____ Router0 cannot ping Router1 fastethernet 0/0 interface 196.1.1.1

f. _____ Router0 cannot ping PC1 196.1.1.2

4. Use the Complex PDU or CLI feature for Router1 to verify the following:

a. _____ Router1 can ping its own fastethernet 0/0 interface 196.1.1.1

b. _____ Router1 can ping PC1 196.1.1.2

c. _____ Router1 can ping its own serial 0/0 interface 195.1.1.2

d. _____ Router1 can ping Router0 serial 0/0 interface 195.1.1.1

e. _____ Router1 cannot ping Router0 fastethernet 0/0 interface 194.1.1.1

f. _____ Router1 cannot ping PC0 194.1.1.2

Step 3 Examination and Analysis of Information and Assumptions

There could be a number of general and specific reasons why there is no communication or connectivity between PC0 and PC1.  Assuming there are no Physical Layer (OSI Layer 1) issues, you need to examine and analyze router output to further troubleshoot the matter.

1. Using the router CLI feature, execute the following commands to generate then examine and analyze the output for both Router0 and Router1:  

a. Use the show ip interface brief command to check that all interfaces are operational.

b. Use the show ip route command to check routes in the routing table.

c. Use the show interface serial 0/0 command to check Data Link issues.

d. Use the show running-config command to check the configuration for other issues that contribute to the lack of connectivity between PC0 and PC1.

2. Using the PC Desktop > IP Configuration or ipconfig command in the PC Desktop > Command Prompt feature, check the network settings of each PC.

3. Upon examining and analyzing the router output and PC network settings, are there any apparent:

a. Issues with interfaces being shut down?  

b. Issues with encapsulation or clock rate?  

c. Issues with IP addressing on either routers or PCs?  

Step 4 Problem Identification

1. Based upon an examination and analysis of the router outputs, assumptions, and elimination of certain things, explain in general terms why there is no communication or connectivity between PC0 and PC1?

_____________________________________________________________________

_____________________________________________________________________

_____________________________________________________________________

_____________________________________________________________________

Step 5 Problem Solution

One solution to the problem would be to configure a static route so Router0 would know about and exactly how to reach the 196.1.1.0 network on Router1.  Likewise, a static route configured specifically to the 194.1.1.0 network on Router0 configured in Router1 would enable Router1 to know about and how to reach the 194.1.1.0 network.

1. Configure a static route to 196.1.1.0 in Router0 with the next hop address rather than an exit interface.  

2. Configure a static route to 194.1.1.0 in Router1 with the next hop address rather than an exit interface.  

3. Using the Packet Tracer Inspection Tool then CLI, examine the routing table on both routers to see if the static routes to the respective remote networks have been installed.  

4. Check end-to-end connectivity between the PCs with a simple PDU and a CLI ping.

5. When satisfied with your configuration, click on "Check Results".

Reflection

1. If static routes are not configured to enable communication between remote networks, what other two methods can be used?  In other words, what other two methods can be configured so routes to remote networks will be installed in a router’s routing table.

a. __________________________________________________________________
b. __________________________________________________________________ 
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